
Southwark Anti-Fraud and Investigations – Cybersecurity Training 

Cybersecurity education is crucial in today's digital age. Here is how you can utilize 
the resources provided on the National Cyber Crime website.  

The link below allows you to access the session, which is part of the Cyber security 
training for school staff.  

Cyber security training for school staff - NCSC.GOV.UK 

The web page offers the following: 

1. Scripted Presentation Pack for Group Delivery: 
o Download the presentation pack from the 'Downloads' section of the webpage 

you mentioned. 
o Organize group training sessions for school staff. These sessions can be 

conducted during INSET (In-Service Education and Training) days or staff 
meetings. 

o The scripted presentation pack will guide you through the training, ensuring 
that important topics are covered. 

o Encourage participation and interaction among staff during the presentation to 
enhance learning.  

2. Self-Learn Video for Staff: 
o Access the self-learn video on YouTube as suggested. This is a flexible option 

allowing staff to complete the training at their convenience. 
o Share the video link with all staff members and encourage them to watch it. 
o Since it includes audio delivery, it can be an engaging way for staff to learn 

about cybersecurity. 
3. Record Keeping: 

o Maintain a record of all staff members who have completed the training. This 
is important for your Continuous Professional Development (CPD) records. 

o You can create a spreadsheet or document to record names, dates of 
completion, and any additional notes or feedback from staff about the training. 

4. Feedback and Evaluation: 
o After the training sessions or after staff members have completed the self-learn 

video, consider gathering feedback. This can help you assess the 
effectiveness of the training and make improvements if necessary. 

5. Reinforcement and Ongoing Training: 
o Cybersecurity is an evolving field, so consider making cybersecurity 

awareness a continuous effort. You can periodically revisit the training 
materials or provide updates to keep staff informed about the latest 
cybersecurity threats and best practices. 

By effectively using these resources and keeping records, you can contribute to 
improving cybersecurity awareness among school staff, which is essential for 
protecting sensitive information and ensuring a safe digital learning environment. 
 
Useful link: 
https://www.ncsc.gov.uk/ 
 

https://www.ncsc.gov.uk/information/cyber-security-training-schools
https://www.ncsc.gov.uk/

